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How to Host a Secured Zoom Meeting 

(CSB20-09) 
 

¶ Do not make meetings public. By requiring a meeting password or use the waiting room feature and 
control the admittance of guests. You can modify your setting by going to Profile Setting. Click your 
Profile and choose Change My Picture. You will now be directed to the Zoom client browser. 
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Create Schedule Meeting rather than using your Personal Meeting ID 
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¶ Do not share Zoom conferences links on public social media. By providing the link directly to 
specific people: 
 

¶ Manage screen-sharing options. By changing screen sharing to ‘Host Only’; 

 
¶ Ensure users keep their Zoom clients up to date;  

 
¶ Lock meetings when everyone has joined. By clicking on the ‘Manage Participants’ button on the 

Zoom toolbar and select ‘More’ at the bottom of the participants pane. Then select the ‘Lock 
Meeting’ option; 

 
 

¶ Do not post picture of your Zoom meetings. If you take a picture of your Zoom meeting then 
anyone who sees this picture will be able to see its associated meeting ID. This can then be used 
uninvited people to try and access the meeting. 
 

¶ For accurate number of participants you can enable the Polling setting 
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¶ Enable email notification to be notified of those trying to join in your meeting 

 

¶ Use plain virtual background to avoid tracking your whereabouts 
 


