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1 Do not make meetings public. By requiring a meeting password or use the waiting room feature and
control the admittance of guests. You can modify your setting by going to Profile Setting. Click your
Profile and choose Change My Picture. You will now be directed to the Zoom client browser.
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@ Add a Personal Note Profile
" .
& settings Meetings Schedule Meeting
In Meeting (Basic)
® Available Wiehinars
In Meeting (Advanced)
@ puey Recordings

© Do not disturb » Email Motification
Try Top Features 2

Help »

Check for Updates

Switch to Portrait View

Switch Account

Sign Out

q Require a password for Personal Meeting 1D (PMI) OI

Only meetings with Join Before Host enabled

© All meetings using PMI
Password (D

In Meeting (Basic) Waitin
a| & room () l
In Meeting (Advanced)

to admit them individually. Enabling the waiting room automatically disables the

Email Notification setting for allowing participants to join before host.
Other Choose which participants to place in the waiting room:
All participants
© Al particip:
Guest only (9
1 person is waiting \ Message

[ amic [T
1 participant in the meeting

a Lawrence Abr... (Host, me, participant ID: 23)
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Create Schedule Meeting rather than using your Personal Meeting ID

< - O m & | hitpsy//zoom.us/meeting/schedule

zoom SOLUTIONS »  PLANS&PRICING  CONTACTSALES

PERSONAL ) .
My Meetings - Schedule a Meeting
Profile
Schedule a Meeting
i My Meetii
e Topic
Recordings Description (Optional) Enter your meeting description
Settings
ADMIN When 06/08/2020 I 1000 ~ || AM
> User Management
Duration 1~ e[ 0 v |min
» Room Management
> GEEIMENEEAD Time Zane (GMT+8:00) Beijing, Shanghal v
> Advanced
[ Recurring meeting
Attend Live Training Registration L Required
Video Tutorials
Knowledge Base a Meeting ID @ Generate Automah‘cal\y] () Personal Meeting ID 816 373 6211
a Meeting Password Require meeting password 438762 ]
Meeting Options [] Enable join before host

[ Mute participants upon entry

a Enable waiting room ]

[] Only authenticated users can join

a 4 Record the meeting automatically @ On the local computer () In the cloud ]

Alternative Hosts Example: mary@company.com, peter@school.edu

Save Cancel
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1 Do not share Zoom conferences links on public social media. By providing the link directly to
specific people:

1 Manage screen-sharing options. By changing screen sharing to ‘Host Only’;

Schedule Meeting Screen sharing () Modified  Reset

Allow host and participants to share their screen or content during meetings
In Meeting (Basic)

'Who can share?
In Meeting (Advanced)
Host Only All Participants @

Email Notification

Who can start sharing when someone else is sharing?

Other Host Only All Participants (%)

f  Ensure users keep their Zoom clients up to date;
T Lock meetings when everyone has joined. By clicking on the ‘Manage Participants’ button on the

Zoom toolbar and select ‘More’ at the bottom of the participants pane. Then select the ‘Lock
Meeting’ option;

Mute All Unmute All More v

Mute Participants on Entry

+ Allow Participants to Unmute Themselves
+' Allow Participants to Rename Themselves
Play Enter/Exit Chime
Lock Meeting

1 Do not post picture of your Zoom meetings. If you take a picture of your Zoom meeting then
anyone who sees this picture will be able to see its associated meeting ID. This can then be used
uninvited people to try and access the meeting.

T For accurate number of participants you can enable the Polling setting
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Display end-of-meeting experience feedback survey C)

Schedule Meeting Display a thumbs up/down survey at the end of each meeting. If participants

respond with thumbs down, they can provide additional information about what

In Meeting (Basic) went wrong,

In Meeting (Advanced)

Email Notification Co-host ()

Allow the host to add co-hosts. Co-hosts have the same in-meeting controls as the

Other host.

Polling ()

Add 'Polls' to the meeting controls. This allows the host to survey the attendees.

{1 Enable email notification to be notified of those trying to join in your meeting

Schedule Meeting Email Notification

In Meeting (Basic] - .
s ) When a cloud recording is available

8

In Meeting (Advanced) Notify host when cloud recording is available
Email Notification Send a copy to the person who scheduled the meeting/webinar for the host
Other

When attendees join meeting before host

Notify host when participants join the meeting before them

When a meeting is cancelled

Notify host and participants when the meeting is cancelled

When an alternative host is set or removed from a meeting

Notify the alternative host who is set or removed

When someone scheduled a meeting for a host

Notify the host there is a meeting is scheduled, rescheduled, or cancelled

When the cloud recording is going to be permanently deleted from trash

v 6 8 8 8

Notify the host 7 days before the cloud recording is permanently deleted from trash

f Use plain virtual background to avoid tracking your whereabouts
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